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# Resumen Ejecutivo

El resumen ejecutivo debe ser un resumen de alto nivel de los problemas o problemas que el proyecto se creó para corregir. Por lo general, el resumen ejecutivo también proporciona información de antecedentes y declaraciones generales sobre el propósito o la justificación del proyecto, que se tratarán con más detalle en las secciones correspondientes de la carta.

Durante los últimos años, nuestra intranet de la empresa ha estado sujeta a numerosas infracciones externas debido a las malas medidas de seguridad de la tecnología de la información (TI). Estos incidentes han resultado en aproximadamente $ 10 millones en daños a la compañía. El proyecto de garantía de seguridad de Intranet (ISA) se creó para abordar y corregir estos problemas de seguridad y evitar nuevas pérdidas debido a violaciones de seguridad de TI externas. El proyecto integrará soluciones tecnológicas mejoradas con nuestra plataforma actual para establecer una infraestructura de seguridad más robusta.

# Propósito / Justificación del Proyecto

Esta sección describe el propósito y la justificación del proyecto en forma de caso de negocio y objetivos. El caso de negocio debe proporcionar el razonamiento detrás de la necesidad de este proyecto en lo que se refiere a una función del negocio.

## Necesidad/Caso de Negocio

Discuta la lógica de la Necesidad / Caso del Negocio (demanda del mercado, necesidad de la organización, solicitud del cliente, avance tecnológico, requisitos legales, impactos ecológicos, necesidad social, etc.). Esta sección también debe incluir los efectos previstos del caso de negocio (es decir, ahorro de costos, mejora de procesos, desarrollo de nuevos productos, etc.).

El proyecto ISA se creó para aumentar la seguridad informática de la organización con el fin de evitar mayores daños financieros derivados de violaciones de seguridad externas. Los costos asociados con el diseño exitoso y la implementación de estas medidas de seguridad se recuperarán como resultado de la reducción anticipada en daños financieros.

## Objetivos del Negocio

Esta sección debe enumerar los Objetivos de negocio para el proyecto que deben respaldar el plan estratégico de la organización.

Los objetivos comerciales de este proyecto son el apoyo directo de nuestro plan estratégico corporativo para mejorar la seguridad de TI y reducir los costos asociados con pérdidas y desperdicios.

* Diseñar y probar una nueva infraestructura de seguridad de TI en los próximos 90 días.
* Completar la implementación de la nueva infraestructura de TI en los próximos 120 días.
* Reducir la cantidad de daños en un 50% en el primer año.

# Descripción del Proyecto

Esta sección proporciona una descripción de alto nivel del proyecto. Esta descripción no debe contener demasiados detalles, pero debe proporcionar información general sobre qué es el proyecto, cómo se realizará y qué se pretende lograr. A medida que el proyecto avance, se desarrollarán los detalles, pero para la carta del proyecto, se debe proporcionar información de alto nivel.

El proyecto ISA proporcionará mayor seguridad a la infraestructura de TI de la empresa y, más específicamente, a la intranet de la empresa. El proyecto ISA utilizará tecnología mejorada en forma de hardware y software de seguridad para evitar infracciones externas de la intranet de la empresa. Todo el hardware y el software se integrarán en las plataformas de TI actuales de la empresa para establecer una mayor seguridad y permitir que todos los sistemas y procesos continúen sin interrupción.

## Objetivos del proyecto y criterios de éxito

Los objetivos deben ser INTELIGENTES: específicos, medibles, alcanzables, realistas y de duración determinada. El gerente del proyecto debe ser capaz de realizar un seguimiento de estos objetivos para determinar si el proyecto está en el camino hacia el éxito. Los objetivos vagos, confusos y poco realistas hacen que sea difícil medir el progreso y el éxito.

Se han identificado los objetivos que apoyan mutuamente los hitos y los resultados para este proyecto. Para lograr el éxito en el proyecto ISA, se deben cumplir los siguientes objetivos dentro del tiempo designado y las asignaciones presupuestarias:

* Desarrollar la metodología de la solución de seguridad para presentarla al vicepresidente de tecnología en los próximos 20 días.
* Lista completa de hardware / software requerido que cumple con la asignación de presupuesto dentro de los próximos 25 días
* Cree una solución simulada en el laboratorio de TI utilizando todo el hardware y software comprado para probar la solución en los próximos 60 días
* Logre una solución simulada que no permita violaciones de seguridad y complete las pruebas en los próximos 90 días
* Implementar la solución en toda la organización dentro de los próximos 120 días.

## Requerimientos

El equipo del proyecto debe desarrollar una lista de todos los requisitos de alto nivel del proyecto. Estos requisitos son pautas claras dentro de las cuales el proyecto debe cumplir y pueden ser el resultado de los aportes del patrocinador del proyecto, el cliente, las partes interesadas o el equipo del proyecto.

Este proyecto debe cumplir con la siguiente lista de requisitos para lograr el éxito.

* La solución debe probarse en el laboratorio de TI antes de la implementación
* La solución debe ser implementada sin interrupción de las operaciones.

Se pueden agregar requisitos adicionales según sea necesario, con la aprobación del patrocinador del proyecto, a medida que el proyecto avance.

## Restricciones

Las restricciones son restricciones o limitaciones con las que el gerente de proyecto debe lidiar con personas, dinero, tiempo o equipo. El gerente del proyecto tiene la función de equilibrar estas restricciones con los recursos disponibles para garantizar el éxito del proyecto.

Las siguientes restricciones pertenecen al proyecto ISA:

* Todo el hardware y software de seguridad debe ser compatible con nuestras plataformas de TI actuales.
* Todo el hardware y software se debe comprar de acuerdo con el presupuesto asignado y el cronograma
* Se proporcionarán dos especialistas en TI y un especialista en seguridad como recursos para este proyecto.

## Suposiciones

El equipo del proyecto debe identificar los supuestos en los que trabajarán a medida que el proyecto avance. Estas suposiciones son lo que el gerente / equipo del proyecto espera tener o estar disponible sin que nadie lo indique específicamente.

Los siguientes son una lista de suposiciones. Tras el acuerdo y la firma de este documento, todas las partes reconocen que estas suposiciones son verdaderas y correctas:

* Este proyecto cuenta con el respaldo total del patrocinador del proyecto, las partes interesadas y todos los departamentos.
* El propósito de este proyecto se comunicará a toda la empresa antes del despliegue.
* El administrador de TI proporcionará recursos adicionales si es necesario

## Declaración de alcance preliminar

La declaración de alcance preliminar es un párrafo general que destaca lo que incluirá el proyecto, lo que no incluirá, cualquier descripción de recursos o requisitos de alto nivel y lo que constituirá la finalización del proyecto. Esta declaración de alcance preliminar es exactamente eso: preliminar. Toda esta información se ampliará con mayor detalle a medida que el proyecto avanza y se somete a una elaboración progresiva.

El proyecto ISA incluirá el diseño, prueba y entrega de un sistema de seguridad de intranet mejorado en toda la organización. Todo el personal, hardware y recursos de software serán administrados por el equipo del proyecto. Todo el trabajo del proyecto será independiente de las operaciones diarias y en curso, y todas las pruebas requeridas se realizarán en el laboratorio de TI. Las pruebas integrales con otros aplicativos externos son es parte del proyecto. Todo el financiamiento del proyecto será administrado por el gerente del proyecto hasta e incluyendo los montos asignados en este documento. Cualquier financiamiento adicional requiere la aprobación del patrocinador del proyecto. Este proyecto concluirá cuando se envíe el informe final dentro de los 30 días posteriores a la prueba y la implementación de la solución de seguridad de la intranet en toda la organización, toda la documentación técnica se complete y se distribuya al personal apropiado, y se complete una lista de consideraciones de seguridad futuras. El vicepresidente de tecnología.

# Riesgos

Todos los proyectos tienen algún tipo de riesgo adjunto. Esta sección debe proporcionar una lista de riesgos de alto nivel que el equipo del proyecto ha determinado que se aplican a este proyecto.

Se han identificado los siguientes riesgos para el proyecto ISA. El gerente del proyecto determinará y empleará las estrategias necesarias de mitigación / evitación de riesgos según sea apropiado para minimizar la probabilidad de estos riesgos:

* Posible interrupción de las operaciones durante el despliegue de la solución.
* Amenazas externas que violan la seguridad de la intranet a través de nuevos métodos.

# Entregables

Esta sección debe enumerar todos los entregables que el cliente, el patrocinador del proyecto o las partes interesadas requieren al finalizar con éxito el proyecto. Se debe hacer todo lo posible para garantizar que esta lista incluya todos los entregables y que se requiera la aprobación del patrocinador del proyecto para agregar entregas adicionales con el fin de evitar la invasión del alcance.

Los siguientes entregables deben cumplirse luego de la finalización exitosa del proyecto ISA. Cualquier cambio a estos entregables debe ser aprobado por el patrocinador del proyecto.

* Solución de seguridad de intranet completamente desplegada.
* Documentación técnica para la solución de seguridad de la intranet.
* Lista de recomendaciones para futuras consideraciones de seguridad.

# Resumen del Calendario de Hitos

Esta sección proporciona un calendario estimado de todos los hitos del proyecto de alto nivel. Se entiende que esta es una estimación y seguramente cambiará a medida que el proyecto avance y las tareas y los hitos y sus requisitos asociados se definan con mayor claridad.

A continuación se presenta el Resumen de Hitos del Proyecto. Como los requisitos se definen más claramente, este horario puede ser modificado. Cualquier cambio será comunicado a través de reuniones de estado del proyecto por el gerente del proyecto.

|  |  |
| --- | --- |
| **Resumen del calendario de hitos: Liste hitos clave del proyecto desde el inicio.** | |
| **Hitos** | **Fecha Objetivo** |
| 1. Project Start | 01/01/20xx |
| * Complete Solution Design | 01/21/20xx |
| 1. Acquire Hardware and Software | 01/26/20xx |
| 1. Complete Solution Simulation with New Hardware/Software | 03/01/20xx |
| 1. Complete Solution Simulation and Testing | 04/01/20xx |
| 1. Deploy Solution | 05/01/20xx |
| **Fin del Proyecto** | **05/15/20xx** |

# Presupuesto Resumido

El resumen del presupuesto debe contener componentes de costos generales y sus costos planificados. A medida que el proyecto avanza, estos costos pueden cambiar a medida que se aclaran todas las tareas y los requisitos. Cualquier cambio debe ser comunicado por el gerente del proyecto.

La siguiente tabla contiene un resumen del presupuesto basado en los componentes de costos planificados y los costos estimados necesarios para la finalización exitosa del proyecto.

|  |  |
| --- | --- |
| **Presupuesto resumido - Listar componentes de costo del proyecto** | |
| **Componentes** | **Costo** |
| * Recursos de personal | $110,000 |
| * Hardware | $45,000 |
| * Software y licencias | $75,000 |
| * Preparación de laboratorio de TI | $15,000 |
| **Total** | **$245,000** |

# Requisitos de Aprobación del Proyecto

La organización debe comprender cuándo el proyecto ha alcanzado una conclusión exitosa. Estos criterios de éxito deben ser claros y deben ser aceptados por quienquiera que firme la liquidación del proyecto. Una vez firmado por la persona autorizada, el proyecto se considera aprobado y tiene éxito siempre que haya cumplido con todos los requisitos acordados.

El éxito del proyecto ISA se logrará cuando una solución de seguridad de intranet completamente probada, y toda la documentación técnica, se implemente completamente en toda la compañía dentro de las restricciones de tiempo y costo indicadas en esta carta. Además, esta medida de éxito debe incluir una lista de recomendaciones para futuras consideraciones de seguridad, ya que anticipamos plenamente la necesidad de que esta solución evolucione para prevenir futuras amenazas. El éxito será determinado por el patrocinador del proyecto, el Sr. Jim Thomas, quien también autorizará la finalización del proyecto.

# Gerente de Proyecto

Esta sección establece explícitamente a quién se le asigna como PM, su responsabilidad y nivel de autoridad. Dependiendo de la organización y el alcance del proyecto, el gerente del proyecto puede tener diferentes niveles de responsabilidad y autoridad para el personal, los gastos del proyecto y la programación.

John Doe es nombrado Project Manager por la duración del Proyecto ISA. La responsabilidad del Sr. Doe es administrar todas las tareas del proyecto, la programación y la comunicación con respecto al proyecto ISA. Su equipo, formado por dos especialistas en TI y un especialista en seguridad, contará con el soporte de la matriz del departamento de TI. El Sr. Doe coordinará todos los requisitos de recursos a través de la gerente del departamento de TI, Jane Snow. El Sr. Doe está autorizado para aprobar todos los gastos del presupuesto hasta e incluyendo los montos presupuestados asignados. Cualquier financiamiento adicional debe ser solicitado a través del Patrocinador del Proyecto, Jim Thomas. El Sr. Doe proporcionará actualizaciones semanales al Patrocinador del Proyecto.

# Autorización

Esta sección proporciona los nombres y la autorización, una vez firmado, para que el proyecto avance de acuerdo con la información contenida en esta carta.

Aprobado por el Project Sponsor:

Fecha:

<Project Sponsor>

<Cargo del Project Sponsor>